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Prime Planet Energy & Solutions, Inc. 

 

 

Influence on PPES by Unauthorized Access to the File Server of Panasonic  

(update) 

 

 

Regarding “Influence on PPES by Unauthorized Access to the File Server of Panasonic“ (*1), that 

Prime Planet Energy & Solutions, Inc. (PPES) announced on November 26, 2021, PPES informs 

you of the update on investigate findings.  

 

In cooperation with Panasonic Corporation, PPES has conducted the investigation into data which 

had been illegally accessed and carried out urgent measures. As a result of having performed a 

complete survey for the data* which PPES holds in the affected file server of Panasonic, PPES 

confirms what the following information is included in. 

 

• A part of our business information including car manufacturers which are our primary 

customers and our suppliers 

• A part of our internal business information 

• A part of the information about our employee 

*The personal information of the general consumers including end user of the car, the 

personal information of candidates who applied for employment at our company are not 

included. 

 

We have sequentially been reporting with an apology to those who may be influenced after 

individual confirmation of the result of investigation. Any additional material information that 

arises from the ongoing investigation will be disclosed promptly as it becomes available. 

PPES will continue to improve its information security measures in order to prevent a recurrence. 

 

We sincerely apologize for causing deep concern and inconvenience resulting from this incident. 

 

（*1）Notes; https://www.p2enesol.com/wp-

content/uploads/2021/11/20211126_NR_UnauthorizedAccessEN.pdf 
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